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The Commission has laid out its policy on disaster prevention in its 2009 Communication on disaster prevention
 which was followed-up by related Council Conclusions on a Community framework on disaster prevention within the EU, adopted on 30 November 2009. Recently, the Commission issued guidelines on risk assessment for disaster management which are one of the instruments to implement this policy.
 The guidelines have identified risk assessments as one of the core components of an overall risk management policy, which in turn constitutes the overall policy ambition in the area of disaster prevention and is considered the next big qualitative step forward in European disaster prevention policy.

EU-level disaster risk management policy was announced in the Commission's Internal Security Strategy of November 2010, which states: "The EU should establish by 2014 a coherent risk management policy linking threat and risk assessments to decision making."

Further to the first consultation document on disaster prevention distributed for the 1st stakeholder consultation meeting, this information note explains in some further detail the concept of disaster risk management policy and plans.

As outlined in the consultation document for the 1st stakeholder meeting, the three substantive options being considered to further develop disaster risk management policy and plans in the coming years include: Option 1: no EU legislation related to prevention but new Commission guidelines in the year 2012 on national disaster risk management plans and minimum national prevention standards. This option may lead to varying planning intensities in the different Member States, some of which may opt not to have a disaster risk management plan or minimum prevention standards at all. In Option 2, EU financial instruments would provide supplementary financial assistance to enhance the development and implementation of national risk management plans. The necessary volume of financial assistance has not yet been analysed. Under Option 3, Member States would be required to draw up national disaster risk management plans by a certain date and the Commission could issue guidelines on certain characteristics of the plans.

Impact Assessment

The assessment will study the likely economic, social and environmental impacts of each option and assess how the options compare in terms of effectiveness, efficiency and coherence, and respecting subsidiarity in meeting the identified objectives. In this process, considerations of the level of protection achieved by the different options will play an important role. Concretely, the impact assessment of the options will have to consider the value added and costs of the existing and likely future disaster management planning systems in the different Member States depending on the supporting regulatory framework at EU level. An assumption to be tested is that a higher level of commitment to disaster risk management planning will lead to higher protection levels overall in Europe and generate more benefits than costs. The assessment of achievable protection levels in Member States would of course consider also aspects of the size and internal organisation of a country, its exposure, vulnerability, and resilience to different types of disasters.

Some principal points on methodology are included in a methodology paper prepared by the consultants COWI and distributed for information to stakeholders. First results of the impact assessment work will be presented directly at the stakeholder meeting.

Examples of disaster risk management policies and plans
Disaster risk management policies and plans at national level have been developed in a number of sector policies, such as the directives on flood risk management
, on protection of European Critical Infrastructures
, and on the control of major accident hazards (Seveso)
, the Water Framework Directive for drought management
, as well as other EU policies, such as health, nuclear safety, border security, police cooperation.
Example 1: The Floods Directive requires Member States to identify areas of potential significant flood risk, based on a preliminary flood risk assessment which looks at, among other things, past floods, effectiveness of man-mad flood defence infrastructure and long-term developments such as in land use and climate change where relevant. For these areas, flood hazard and flood risk maps have to be prepared, identifying the potential adverse consequences to human health, economic activity, cultural heritage and the environment under a set of scenarios. The final step is to prepare flood risk management plans, which shall include flood risk management objectives and prioritise measures for achieving these objectives.

Example 2: The Water Framework Directive deals with the management of scarce water resources and drought management, in particular the regards the mitigation of the effects of floods. Member States authorities are required to monitor the quantitative status of groundwater and the quality and quantity aspects of surface water (such as flow, levels). Areas at risk of not reaching the target of good quantitative and ecological status have to be identified. This risk assessment and mapping will have to be followed-up by water management measures to be included in the River Basin Management Plans.
Example 3: The Seveso II Directive deals with the presence of dangerous substances in establishments. It covers industrial "activities" as well as the storage of dangerous chemicals. All operators of establishments coming under the scope of the directive need to send a notification to the competent authority and to establish a major accident prevention policy. In addition, operators of upper tier establishments need to establish a safety report, a safety management system and an emergency plan. Member States are obliged to pursue the aim of the directive through controls on the sitting of new establishments, modifications to existing establishments and new developments such as transport links, locations frequented by the public and residential areas in the vicinity of existing establishments. In the long term, Land-use Planning Policies shall ensure that appropriate distances between hazardous establishments and residential areas are maintained. Operators as well as public authorities have certain obligations to inform the public.
Example 4: Directive 2008/114/EC on the identification and designation of European Critical Infrastructures (ECIs) and assessment of the need to improve their protection focuses in a first step on the sectors energy (electricity, oil, gas) and transport infrastructures.
 Each designated ECI shall have an Operator Security Plan (OSP) covering inter alia an identification of important assets, a risk analysis based on major threat scenarios and vulnerability of each asset, and the identification, selection and prioritisation of countermeasures and procedures. A Security Liaison officer will function as the point of contact for security issues between ECI owner/operator and the relevant Member State authority. 

Every two years, each Member State shall forward to the Commission information on threats and risks encountered per ECI sector. On the basis of those reports the Commission and the Member States shall examine whether further protection measures at the EU level should be considered.

The identification of European Critical Infrastructures has to be carried out taking account of the following impact criteria: 

1) casualties criterion (assessed in terms of potential number of fatalities or injuries), 

2) economic effects criterion (assessed in terms of the significance of economic loss and/or degradation of products or services; including potential environmental effects), 

3) public effects criterion (assessed in terms of the impact of public confidence, public health and disruption of daily life; including the loss of essential services).
Role of disaster risk management policies and plans

The 2010 Commission guidelines on risk assessment for disaster management have developed a broad perspective as they intend to create a general assessment framework for all natural and man-made disaster risks being considered in national risk assessments.
 By offering an open platform for embracing sector assessments in one common assessment, national risk assessments will allow an overview over and comparison of the most important risks. The EU guidelines on risk assessment also advocate a multi-hazard and multi-risk approach and speak in favour of evidence-based assessments.

In much the same way as the guidelines on risk assessment allow for an overview of different types of risks, disaster risk management policies and plans should be designed to create a general planning framework at national level for all types of major risks faced by a nation. Hence, national disaster risk management plans should provide an open platform for embracing sector plans in a common overall plan that will allow an overview over and comparison of the most important planning elements.
Risk management plans help ensure that policy decisions are prioritised in ways to address the most severe risks with the most appropriate prevention and preparedness measures and, in the process, reach an understanding among stakeholders and interested communities involved.

Risk management plans at national level relate to planning processes and decisions that require planning and decisions at this level. From a preliminary assessment the following three situations would be seen as the most evident:

· Situation 1: Actions and measures are already decided at the national level (examples: national programmes for EU Cohesion Policy, national land-use planning, national building code regulations);

· Situation 2: An emergency or the response to it affects several national sectors or even several Member States (examples: pandemic, ash cloud, health-related restrictions);

· Situation 3: Coordination among all relevant planning and executive instances, such as economic and policy sectors, yields significant efficiencies (example: capabilities-based planning
);

Keeping in mind the increasing complexity of emergencies, which may involve many actors whose decisions may have considerable repercussions on other actors, and considering also the risks of follow-on hazards and disasters requiring superior means of coordination, there may be many situations upcoming in the future where separate and disparate planning and action within each of the established economic and policy sectors (isolated “silo” operations) may prove to be insufficient and clearly sub-optimal to prevent, prepare and respond to such disasters. This will in particular be the case in emergencies involving both natural and industrial disasters.

Arguably, it is in the economic and policy sectors, such as electricity, IT, water, transport, agriculture, etc., where the risk assessments and evaluation work is carried out and the most effective prevention and preparedness measures are identified, tested, and ultimately implemented. It is therefore important to underline that the proposed national disaster risk management plans should not replace sector-specific work, much of which exists already in detailed laws, practices and customs in Europe today. However, the effectiveness and efficiency of disaster risk management may significantly increase for major disasters when addressing them also at the top coordination level. National disaster risk management plans are the policy tool that can provide this additional coordination capacity. It may also allow different Member States to share some of their experiences with each other.
Objectives of disaster risk management policies and plans
National disaster risk management plans for major disasters can serve several objectives: 

a) More effective planning methods based on an integrated view of different types of risks may lead to higher protection levels in Europe against major disasters and disasters of rising complexity;

b) The sharing of experience as well as cross-border planning systems will further increase the efficiency of Europe’s disaster prevention and preparedness systems;

c) Better planning systems will allow for further progress in the European cooperation in emergency response operations.

Main components of disaster risk management plans
The term “disaster risk management” usually refers to the component of overall disaster management that deals with the assessment, planning, and treatment (of risks) which can be carried out before a disaster occurs. These actions are often referred to as “prevention” and “preparedness”. In contrast, actions carried out during and after a disaster are referred to as “response”, “emergency assistance”, “recovery”, “reconstruction”, etc.
ISO 31000 on Risk Management provides a comprehensive set of definitions which can be used as a starting point for discussions on disaster risk management.
Risk management plans would be based on national risk assessments. The additional steps for planning reside in (1) determining the adequate measures for reducing these risks (risk treatment), (2) providing for appropriate consultation and coordination mechanisms among relevant stakeholders, and (3) establishing systems for monitoring and review and other process matters.
The main components of risk management plans (also mentioned in ISO 31000) are:
· Risk assessment, including risk identification, analysis, and evaluation, as already being developed. As explained above, the assessment will be based on sector-specific input while aiming to develop an overall framework of analysis. Risk assessment must also consider more generic issues that exist at the supra-sector level and may not be properly captured by a more limited view, such as global risks;
· Risk treatment, i.e. the process of developing, selecting, and implementing measures to reduce and mitigate risks in a cost-effective way. This includes the establishment of appropriate action plans that specify deliverables, timelines, responsibilities, resources, and financing arrangements; Action plans would also need to deal with, as appropriate, mechanisms for data sharing, mechanisms for sharing of results and lessons-learned, funding for supplementary research and development, monitoring of implementation according to indicators;
· Stakeholder communication and consultation, including all people and organizations that can affect, be affected by, or perceive themselves to be affected by the disasters or the action plans;

· Risk management process, i.e. the systematic application of management policies, procedures and practices to the tasks of communicating, consultation, establishing the context, identifying, analysing, evaluating, treating, monitoring and reviewing risk. This includes the implementation of appropriate monitoring and feed-back mechanisms;

National risk assessments and national risk management plans can become essential inputs for planning and policies in a number of areas of public and private activity. By improving the awareness and understanding of the risks a country faces, decision makers, stakeholders and interested parties are in a better position to determine measures to take and to agree on ways to prevent the most severe consequences. The mere process of producing risk assessments and risk management plans will already enable public authorities, businesses, NGOs, and the general public to reach a common understanding of the risks faced as a community and help fostering an inclusive debate about the relative priority of possible prevention and mitigation measures. Wide dissemination and awareness-raising are important steps to further develop and fully integrate a risk management and prevention culture into sector policies. The coordination mechanisms therefore need to address all relevant stakeholders to be usefully involved in the decision-making processes at the national level.
 
National risk assessment plans should therefore in particular provide ways to coordinate between sector plans and include cross-border action plans. All coordination plans should interrelate seamlessly with sub-national planning instances and bilateral agreements between countries and regions. More generally, national risk management plans need to be coherent, consistent and well coordinated with lower planning and decision-making levels, in particular where the implementation of the decisions, measures and procedures rests at these subsidiary levels.

For situations where an emergency requires a rapid national response, disaster risk management plans will need to define appropriate procedures to provide for a rapid, effective and efficient decision-making, including the involvement of all relevant stakeholders (preparedness). Such emergency procedures must be adequately trained and exercised.

The monitoring of progress of implementation according to appropriate indicators and the feed-back of lessons learned into the planning cycle need to be organised. Systems of data sharing should be continuously improved. Finally, disaster risk management plans must be regularly updated. 
Questions to stakeholders
This information note has set out in some detail characteristics of national disaster risk management plans and EU level risk management policy in the context of the legislative options considered. 

Stakeholders are invited to consider the following questions and provide their views on any of the issues connected to disaster risk management policy and plans:

(1) Are there other elements concerning the scope, objectives or components of disaster risk management plans that in your view should be considered in the legislative review?

(2) Should the Commission include other aspects or options in its impact assessment?
� 	A Community approach on the prevention of natural and man�made disasters, COM(2009) 82 final, Brussels, 23.2.2009, SEC(2009)202/203.


� 	Commission � HYPERLINK "http://ec.europa.eu/echo/civil_protection/civil/pdfdocs/prevention/COMM_PDF_SEC_2010_1626_F_staff_working_document_en.pdf" \o "Staff Working Paper on Risk Assessment and Mapping Guidelines for Disaster Management" \t "_blank" �Staff Working Paper on Risk Assessment and Mapping Guidelines for Disaster Management�, 21 December 2010, 17833/10, SEC(2010) 1626. The Commission guidelines were welcomed by related Council conclusions on Further Developing Risk Assessment for Disaster Management within the European Union, adopted by the Justice and Home Affairs Council on 11-12 April 2011.


� 	"EU Internal Security Strategy In Action: five steps towards a more secure Europe", COM(2010) 673 final of 22.10.2010.


�	Directive 2007/60/EC of the European Parliament and of the Council of 23 October 2007 on the assessment and management of flood risks, OJ L288, 6.11.2007, p.28.


�	Council Directive 2008/114/EC on the identification and designation of European critical infrastructures and the assessment of the need to improve their protection, OJ L345, 23.12.2008, p.75.


�	Council Directive 96/82/EC on the control of major accident hazards involving dangerous substances, OJ L010, 14.01.1997, p. 13.


�	Directive 2000/60/EC of the European Parliament and of the Council of 23 October 2000 establishing a framework for Community action in the field of water policy, OJ L327, 22.12.2000, p.1.


�	"European Critical Infrastructure" are defined as those assets, systems or parts thereof located in EU Member States which are essential for the maintenance of vital societal functions, health, safety, security, economic or social well-being of people (e.g. electricity, gas and oil production, transport and distribution, telecommunication, agriculture, financial and security services, etc.), and the disruption or destruction of which would have a significant impact on at least two EU Member States.


� 	Excluding armed conflicts and threat assessments on terrorism and other malicious threats.


� 	See for a discussion e.g.: OECD Studies in Risk Management, Innovation in country risk management, OECD 2009, p. 14f. An interesting example for synergies is also given on p. 9: improved vaccine distribution protects against pandemics and bio-terrorism attacks.


� 	Further details on the involvement of stakeholders and the need for public consultation and communications have been laid out in relation to risk assessment in the EU risk assessment guidelines, pp. 12f.
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